
The annual CarolinaCISO ORBIE® Awards honors chief 
information security officers who have demonstrated 
excellence in security leadership. Winners in the Super 
Global, Global, Large Enterprise, Enterprise, Large Corporate 
& Corporate categories will be announced September 18 at 
Embassy Suites by Hilton Raleigh-Durham/Research Triangle. 
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CONGRATULATIONS 2025 
 CAROLINACISO ORBIE NOMINEES

KEN ATHANASIOU
VF Corporation

SCOTT BEHM
Keysight Technologies, 

Inc.

MARDECIA BELL
NC State University

ROB BENCE
Tepper Sports & 
Entertainment

JIM BRAIN
Sonoco

CHRISTINA BRAY
Collins Aerospace

ED BROWN
CaroMont Health

MATTHEW BURROUGHS
Novolex

TIM BYRD
M&T Bank

ALFONSO CABRERA
RVO Health

JIM CAMELI
Fortrea

CHASE CARPENTER
Honeywell

RICK CHILTON
Blue Cross & Blue Shield of 

North Carolina

CHRISTOPHER CHISHOLM
Cape Fear Valley Health

SETH CUTLER
Innovaccer

JD DALLAIRE
State Employees’ Credit 

Union

NOAH DAVIS
Ingersoll Rand

KIRK DAVIS
ECU Health

STEPHEN DAVIS
Hubbell Incorporated

FRANK DEPAOLA
Enpro

SCOTT DICKINSON
AnMed

RICK DOTEN
Centene

JOE EVANGELISTO
NetSPI

KRISTOPHER FADOR
Bank of America

MANGONE FALL
Duke University Health 

System

JERRY FOWLER
Krispy Kreme Doughnut 

Corporation

GAVIN GUTTERSEN
NetApp

JON HARRIS
Compass Group North America

DONNA HART
Ally Financial

AARON HEATH
Medical University of South 

Carolina

JANET HEINS
ChenMed

JOSE HERNANDEZ
Corning Inc.

LISA JONES
Wake County

MARINA KELLY
City of Raleigh

JIM KELLY
HCA Healthcare

MARCO MAIURANO
First Citizens Bank

GEORGE MAROPAKIS
Advanced Auto Parts

DOMINIC MESSER
WakeMed Health & Hospitals

ROBERT MIRELES
Lexington Medical Center

RANDY MOULTON
City of Charlotte

NELLY NAUMAN
Parexel

CHARLES NEWBERRY
Syneos Health

JIM OCONNELL
Old Dominion Freight Line

JOHN OPALA
Hanesbrands, Inc.

AARON PARDUE
Reynolds American

ROBERT PATTO
Cone Health

JIM POWELL
Trane Technologies

STEPHEN REEVES
North Carolina Community 

College System

SANJEEV SAH
Novant Health

ARUN SANKARAN
Lending Tree

BEN SCHWERING
Premier, Inc.

JOHN SCRIMSHER
Kontoor Brands, Inc.

MARTIN STRASBURGER
Duke Energy

CARLA SWEENEY
Red Ventures

JASON THOMPSON
Red Hat

MARC VARNER
Lowes

CHIP WENTZ
Keurig Dr Pepper

BRIAN WILSON
SAS

SEAN WRIGHT
AvidXchange Inc

DEE YOUNG
UNC Health

CarolinaCISO brings together preeminent CISOs 
from Carolina’s largest organizations to enhance 
leadership effectiveness, mitigate risks, and recog-
nize shared successes. Member-led, non-commer-
cial programs foster meaningful professional 
relationships, empowering CISOs to protect their 
organizations and develop cyber resilience.

Through year-round, secure, member-focused 
events and interactions, the collective expertise of 
CISOs creates remarkable organizational value. The 
answer is in the room. Sharing best practices and 
experiences in a confidential, collaborative environ-
ment helps everyone win. Together, we are building 
a collective defense. 

The Inspire Leadership Network connects CISOs 
with members across 15 chapters, with more to 
come in 2025. Experienced leaders understand the 
‘superpower’ of trusted relationships with other 
leading CISOs, which strengthens security and 
creates significant value across public and private 
businesses, government, education, healthcare, 
and nonprofit sectors.

The ORBIE® Awards honor outstanding CISO 
leadership in Carolina. On behalf of CarolinaCISO, 
congratulations to the nominees and finalists for 
their remarkable achievements. A special thank 
you to the sponsors and underwriters for their 
investment to make the Carolina ORBIE® Awards 
possible.

Collectively We Secure the Enterprise
FROM THE CHAIR 

Christina Bray 
2025 Chair, CarolinaCISO 
Chief Information Security Officer, Collins Aerospace

Sincerely

2025 ORBIE AWARDS
SPONSOR CONTENT

Making todays investments  
in tomorrow’s leaders
World class, case-study based  
leadership training.
Cohort-based, 6-month leadership experience  
allowing your team to go further faster.

INSPIRELEADERSHIPNETWORK.COM/ACADEMY

Scan to Learn More
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By The Business Journals Content Studio

After serving in the U.S. Air Force for 13 years as 
both an enlisted member and commissioned 
officer, Ken Athanasiou left the service at the rank 
of captain and transitioned to the private sector 
where he has been specializing in information 
security for nearly three decades. 

For the past six years, Athanasiou has served as 
vice president and global chief information security 
officer (CISO) at VF Corporation, whose portfolio 
includes lifestyle brands such as Vans, The North 
Face and Timberland. Before joining VF Corpora-
tion, he held CISO positions at JPMorgan Chase’s 
retail business, American Eagle Outfitters and 
AutoNation.

For the impact he has made over the course of 
his career, Athanasiou has been selected as the 
Leadership Award recipient of the 2025 Carolina-
CISO ORBIE Awards. The program honors chief 
information security officers who have a proven 
track record of successful information security 
leadership, made significant contributions to the 
business and technology community and inspired 
others through their personal, professional and 
civic contributions.

Athanasiou will receive his award at a live event 
on Sept. 18, where he will also deliver the keynote 
address, at the Embassy Suites by Hilton Ra-
leigh-Durham/Research Triangle.

Where it all began: Ethics, integrity and a mis-
sion to protect children 

During his military career, Athanasiou worked on 
the Minuteman Intercontinental Ballistic Missile 
system, performed software testing on satellite 
command and control systems, ran his base’s 
network control center and conducted operational 
and combat tests on the B-2 bomber.

But what was most influential for Athanasiou 
was the leadership training he received as an 
officer in the USAF. 

“The military is very focused on ensuring that 
their leaders understand psychology, how to lead 
and motivate people and the nature of what it is to 
be an ethical leader with high integrity,” said 
Athanasiou. “I wouldn’t be where I am right now if I 
hadn’t had those experiences in the military.”

In fact, it was while in the Air Force that Athana-
siou experienced one of the defining moments of 
his career. He and his team caught and prosecuted 
a first lieutenant who was downloading child 
pornography onto government computers. Athana-
siou participated in everything from the initial 
discovery to the prosecution and sentencing.

“It was a hugely significant emotional event for 
me,” said Athanasiou. “It defined my ‘I’m going to 
fight the bad guys attitude’ and spun off the future 
of my career.”

Attacked by cybercriminal group Scattered 
Spider

In his current role at VF Corporation, Athanasiou 
leads a team of 100 full-time employees and 
contractors. He primarily works with the executive 
team to ensure they understand the risks the 
company is subject to and the actions his team is 
taking to reduce those risks. 

It was in this capacity Athanasiou experienced 
the second defining moment of his career. In 2023, 
the company was attacked by Scattered Spider, a 
cyberattack group. It was a huge fight for Athanasi-
ou and his team that involved countless hours and 
resulted in success for the company. 

“This was the biggest trial by fire I’ve experi-
enced in my career and I hope to never have to do 
it again,” Athanasiou said.

Founding RH-ISAC and expanding the CISO 
network

While Athanasiou has been on the board of 
several information security organizations, in 
2014, he was one of six people who helped found 
the Retail and Hospitality Information Sharing and 
Analysis Center (RH-ISAC), a national retail 
organization focused on cybersecurity. 

The founding members realized the bad actors 
were collaborating but the people fighting them 
weren’t. There was concern about sharing 
corporate secrets. Eventually, they realized they 
needed to discuss the tactics and techniques 
they were seeing from the criminals to share how 
to fight them.

Athanasiou is a long-term participant in the 
CISO Executive Network, which also works 
together to fight cybercrime. He helped establish 
a chapter in Florida and joined the Charlotte 
chapter when he went to work for VF Corpora-
tion.

Increasing use of AI in cybersecurity and 
cybercrime

AI is becoming more prevalent across every 
sector, including both cybersecurity and cyber-
crime. Automated attacks driven by AI are 
moving at lightning speed, with machine intelli-
gence capable of making rapid decisions based 
on vast amounts of information. 

“If we want to win, we need to be inserting AI 
into all steps of the kill chain,” Athanasiou said. 
“We need to get to the point where we’re re-
sponding with the same speed, but with better 
clarity.”  

He concluded, “It’s going to get to the point 
where we have AIs fighting AIs — good machine 
intelligence fighting bad machine intelligence.”

2025 CISO AWARDS
SPONSOR CONTENT

Ken Athanasiou
CISO  |  VF Corporation

2025 KEYNOTE

VF Corporation’s Ken Athanasiou on 
his “fight the bad guys attitude” and 

beating AI-driven cybercrime 

AUGUST 4-6, 2026 | BAY AREA 
Experience the power of connection with North 
America’s top C-suite leaders at Converge26. 
Register today at converge.inspirecxo.com.

EXCLUSIVE EXPERIENCES.

LEGENDARY LEADERS.

LASTING CONNECTIONS.
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Protect Humans 
with Behavioral AI
Abnormal AI provides the leading AI-native human behavior 
security pla�orm that leverages machine learning to stop email 
a�acks that evade traditional solutions. The anomaly detection 
engine understands identity and context to block 
socially-engineered a�acks including business email 
compromise, credential phishing, account takeovers, and more. 

www.fortinet.com

Congratulations to the 2025
Carolina CISO of the Year 
Award Winners and Nominees

Fortify Your Network Through 
 the Convergence of Networking 
 and Security

Christina Bray
CISO 

Collins Aerospac

Christina Bray is a Cybersecu-
rity Executive with a focus on 
building and maturing cyber-
security programs for industry 
leaders. Christina’s business 
acumen, approachability and 
consultative approach improves 
risk management at every level 
of the enterprise. As a servant 
leader, translator, communica-
tor and security advocate, she 
creates a strong cybersecurity 
culture and improves decision 
making by advising senior 
leadership teams on risk. Her 
experience extends across 
Aerospace, Financial Services, 
Professional Services, Consult-
ing, Insurance, Transportation 
and Logistics industries.	

SUCCESS STORY        
Given the nature of our business 
and the cybersecurity risks we 
face, we have a robust cyber-
security program for identify-
ing, assessing, and managing 
cybersecurity risks, which in-
clude material risks from cyber-
security threats, to our internal 
systems, our products, services 
and programs for customers, 
and our supply chain. Our pro-
gram includes processes and 
controls for the deployment of 
new IT systems by the Compa-
ny and controls over new and 
existing system operation. We 
monitor and conduct regular 
testing of these controls and 
systems, including vulnerabili-
ty management through active 
discovery and testing to regu-
larly assess patching and con-
figuration status.

Chase 
Carpenter

Chief Security Officer-
Honeywell

Chase joined Honeywell 
from Microsoft, where he 
spent 20 years in a variety 
of security related roles, in-
cluding running security for 
the Windows, Devices, and 
Gaming organizations. He is 
active with the Evanta CISO 
community, Security 50, In-
formation Security Sharing 
Forum (ISSF), and multiple 
ISAC communities.  Chase 
graduated from the Georgia 
Institute of Technology and 
is a member of the Board of 
Directors for Sandia National 
Laboratory and the Crohn’s 
and Colitis Foundation.

SUCCESS STORY        
Chase leads all security work 
across the Honeywell.  After 
joining in 2019 he established 
a unified team responsible 
for securing customer-fac-
ing products and online 
services, safeguarding Hon-
eywell’s internal IT systems, 
data, and infrastructure, and 
providing physical security to 
protect Honeywell’s employ-
ees and facilities.  Over the 
last 6 years, the Honeywell 
Global Security team has 
transformed into an organi-
zation that has been recog-
nized with multiple industry 
awards for excellence and 
innovation around resilience, 
security, and compliance.

Aaron Pardue
CISO 

Reynolds American

Aaron Pardue is the CISO for 
Reynolds American. Aaron 
is responsible for helping to 
build and deliver the cyber-
security strategy. Aaron is 
an experienced Information 
Technology and Cybersecuri-
ty professional with 25 years’ 
experience leading, driving 
and executing IT and cyber 
strategy to help improve and 
secure business processes 
and operations to meet cor-
porate objectives. Driven to 
exceed expectations. Action 
and team focused, open and 
adaptable to change, strong 
work ethic, and expertise in 
client engagement.	

SUCCESS STORY        
As the Chief Information 
Security Officer of Reynolds 
American, my team’s great-
est accomplishment has been 
the development and imple-
mentation of a robust cul-
ture of cyber awareness and 
behavior and creation of a 
cyber business engagement 
model across the business. 
This transformative initiative 
has not only fortified our de-
fenses against cyber threats 
but also fostered a pervasive 
understanding of cyberse-
curity across all levels of the 
organization. Our approach 
to business engagement has 
redefined the traditional nar-
ratives around cybersecurity. 
Rather than being perceived 
as a hindrance, our cyber-
security practices are now 
seen as enablers of business 
innovation.

José Hernández
VP & Global CISO 

Corning Incorporated

SPONSOR CONTENT

SUPER GLOBAL FINALISTS
OVER $10 BILLION ANNUAL REVENUE & MULTI-NATIONAL OPERATIONS 

2025 
CISO

AWARDS

SPONSOR CONTENT

José J. Hernández has served 
as Corning’s Chief Information 
Security Officer since April 
2020, leading global cyberse-
curity strategy and operations. 
With over 25 years of IT and cy-
bersecurity experience, he pre-
viously held executive roles at 
Bechtel and Fluor Corporation. 
Hernández has built and led 
large-scale security programs 
across global enterprises and 
is active in numerous industry 
groups and organizations. He 
leads a global team of profes-
sionals focused on protecting 
Corning’s critical information 
assets.

SUCCESS STORY        
Under my leadership, our team 
led a company-wide cyberse-
curity transformation that sig-
nificantly improved our security 
posture and operational resil-
ience. We consolidated and re-
designed all security functions 
and began migrating critical 
manufacturing sites and five 
global data centers to a modern 
authentication infrastructure 
aligned with zero-trust princi-
ples.  This transformation elimi-
nated legacy vulnerabilities, en-
sured operational continuity at 
key locations, and elevated our 
overall cybersecurity maturity. It 
also reduced risk and reinforced 
cybersecurity as a strategic 
business imperative. By aligning 
security with business goals, we 
strengthened resilience and po-
sitioned the organization to op-
erate confidently in an evolving 
threat landscape.
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Scott Behm
CISO 

Keysight Technologies, 
Inc.

Scott Behm is an award-win-
ning CISO, Navy veteran, 
and transformational leader 
driving global cybersecurity 
at Keysight Technologies. 
His leadership directly con-
tributed to Keysight being 
named one of Forbes’ Most 
Cybersecure Companies in 
America. With 20+ years of 
experience, he builds elite 
teams, modernizes security 
operations, and turns cyber-
security into a growth cata-
lyst. A University of Colora-
do, Boulder graduate, Scott 
is also deeply committed to 
mentoring and veteran com-
munity service.	

SUCCESS STORY        
We transformed cyberse-
curity into a business-driv-
ing force. By cultivating a 
Trusted Security First culture 
globally, we turned compli-
ance into a sales accelerator 
underpinning over $1.5B in 
annual revenue. We reimag-
ined our SOC, building a 
world-class threat response 
engine from the ground up, 
and led a product securi-
ty overhaul that de-risked 
$200M in critical sales. Key-
sight earned national recog-
nition from Forbes as one of 
America’s Most Cybersecure 
Companies. Now, we’re pio-
neering AI-powered defense 
strategies to ensure we stay 
ahead of adversaries at ma-
chine speed. Security isn’t 
just protection it’s now our 
strategic advantage.

Noah Davis
VP & CISO, Head of 
Infrastructure and 

Operations 
Ingersoll Rand

Noah Davis is the Chief In-
formation Security Officer 
and Head of Infrastructure & 
Operations at Ingersoll Rand. 
He leads global cybersecuri-
ty and IT operations across 
60+ countries, aligning 
digital resilience with busi-
ness growth. Noah drives 
enterprise-wide strategies 
in zero trust, infrastructure 
modernization, and opera-
tional continuity, enabling 
secure innovation at scale. 
A board-facing executive, he 
is known for unifying security 
and infrastructure to deliver 
measurable outcomes and 
trusted digital transforma-
tion.	

SUCCESS STORY        
In 2023, I joined Ingersoll 
Rand amid a challenging 
time. Working 12-hour days, 
seven days a week, we not 
only restored operations 
but transformed cybersecu-
rity into a trusted business 
partner. We built GRC, Ar-
chitecture, Engineering, and 
SecOps functions, launched 
quarterly governance with 
senior leaders, and secured 
Board support. In one year, 
we improved MITRE cov-
erage from 23% to 75%, 
reduced MTTR from 17 days 
to under 2, and now con-
tain threats in under 8 min-
utes while processing 30B+ 
events monthly to protect a 
dynamic global enterprise.

Dr. John Opala
VP, IT & Global CISO 
Hanesbrands, Inc.

Dr. Omondi John Opala is a 
seasoned global CISO and IT 
executive with over 20 years 
of experience leading cy-
bersecurity, risk, and digital 
transformation across com-
plex global enterprises. He 
has successfully aligned se-
curity with business strategy, 
built high-performing teams, 
and driven measurable out-
comes using frameworks like 
NIST CSF 2.0. Guided by pur-
pose, influence, and inten-
tional leadership, Dr. Opala 
transforms cybersecurity 
into a driver of innovation, 
operational resilience, and 
long-term enterprise value.

SUCCESS STORY        
As a global CISO, I’m guided 
by Dr. Handel Leslie’s belief 
that “destiny is not left up to 
chance but rather a matter 
of choice,” and John C. Max-
well’s reminder that “lead-
ership is influence.” These 
principles shaped my journey 
as I transformed cybersecu-
rity into a business enabler. 
I led the development of a 
NIST CSF 2.0–based matu-
rity program, reduced threat 
response times by 75%, and 
built high-impact internal tal-
ent. Through intentional de-
cisions, cross-functional in-
fluence, and a commitment to 
purpose-driven leadership, I 
helped embed cybersecurity 
into the core of innovation, 
resilience, and sustainable 
business growth.

Gavin  
Guttersen

VP & CISO 
NetApp

A seasoned professional driv-
ing AI security innovation, with 
a background in entrepreneur-
ship and technology innova-
tion. Recognized for building a 
fast-growing Internet company 
in North Carolina.  Gavin is a 
parent of three, grandparent 
of six, and a committed philan-
thropist. He transitioned from 
entrepreneurship to corporate 
IT Security, then to leading the 
Global Security organization ac-
countable for Information and 
Product security.  He brings an 
understanding that success is 
reliant on the ability to hire an 
amazing team.	

SUCCESS STORY        
NetApp, a 30-year-old infra-
structure company, trans-
formed into a cloud-centric 
software company with notable 
advancements in cloud and AI. 
Despite inheriting security 
challenges from its legacy, the 
Global Security team success-
fully revamped the company’s 
risk tolerance and security 
culture. By embedding security 
into the organizational fabric, 
they elevated security aware-
ness and posture across lead-
ership. Centralizing security 
functions, enhancing controls, 
deploying cyber asset man-
agement, expanding telemetry, 
and strengthening governance 
significantly boosted the secu-
rity program’s maturity. Nota-
bly, Data Protection, Identity 
Protection, and Infrastructure 
Protection have all seen ex-
ponential growth in maturity, 
showcasing a remarkable evo-
lution towards a more secure 
environment.

SPONSOR CONTENT

GLOBAL FINALISTS
OVER $4 BILLION ANNUAL REVENUE & MULTI-NATIONAL OPERATIONS 

2025 
CISO

AWARDS

SPONSOR CONTENT

Food & Beverage
Beauty & Luxury
Consumer Packaged Goods
Agribusiness
Retail & Distribution

CONNECTING 
BRANDS 
TO CONSUMERS.

Find out how at wipro.com
Build AI-powered, future-ready 
businesses that scale smarter 
and connect deeper.

What’s your Ambition?Realizing Ambitions for 
global leaders for 80 years.

Congratulations Sanjeev Sah             
on your remarkable leadership.

© Novant Health, Inc. 2025
8/25 • GCR-1709548809

At Novant Health, we realize that it takes outstanding leadership and 
purposeful innovation to improve the health of our communities. 

Sanjeev Sah is leading Novant Health into the future as a visionary 
cybersecurity leader. He and his team of talented and dedicated 
professionals are critical contributors to the success and resiliency      
of our organization.

Thank you, Sanjeev, for your commitment to enhancing care, 
experience and remarkable outcomes for the people we serve.

NovantHealth.org 

We are so proud you have been named a 2025 CarolinaCISO ORBIE Awards finalist. 

Sanjeev Sah 
Senior vice president, 
enterprise technology services, 
and chief information security officer, 
Novant Health
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Rick Doten
Healthplan CISO 

(fmr) 
Centene

Rick is VP, Information Secu-
rity at Centene and CISO of 
the North Carolina Medicaid 
healthplan.  He is also par-
ticipates in AI Security and 
Safety committee.  Rick is a 
frequent speaker at cyber-
security conferences and 
guest on cybersecurity pod-
casts. He is on the editorial 
board for CIS Controls. He is 
social coordinator for Char-
lotte CISO community.  And 
works with several Venture 
Capital firms and is on the 
Board of Advisors for several 
startups.	

SUCCESS STORY        
I acted as fractional CISO for 
over a dozen non-connected 
subsidiaries across the US 
and Europe.  Many where 
small organizations without 
security teams, and was able 
to provide processes and 
technology to mature their 
programs to be compliant 
with our corporate standards.  
I then oversaw the divestiture 
of each of them over a 2 year 
period to make sure they were 
prepared for inclusion to their 
new owners.

ENTERPRISE FINALISTS
OVER $2.5 BILLION ANNUAL REVENUE

2025 
CISO

AWARDS

Janet Heins
CISO 

ChenMed

As a Chief Information Security 
Officer, Janet has established a 
proven approach in developing 
strategic roadmaps, deploying 
state-of-the-art technology solu-
tions and educating employees 
to protect companies from secu-
rity risks. Janet possesses deep 
experience across diverse indus-
tries, including pharmaceuticals, 
biotechnology, manufacturing, 
travel, media and entertainment, 
and healthcare running large 
scale technology organizations 
and building mature information 
security capabilities. This experi-
ence has afforded her extensive 
exposure and in-depth knowl-
edge of the inner workings of 
various business sectors.
	
SUCCESS STORY           
When I joined ChenMed in Au-
gust 2023, the Information Secu-
rity team had operated without 
a CISO for over a year, with staff 
reporting to different IT leaders. I 
immediately centralized the func-
tion, aligning security capabilities 
with company priorities through 
cross-functional meetings and 
creating a strategic roadmap. Us-
ing NIST CSF, I assessed program 
maturity to identify gaps. Despite 
flat investment constraints, I 
secured resources by negotiat-
ing favorable vendor renewals, 
optimizing team structure, and 
implementing automation. These 
changes increased our security 
maturity, established foundational 
capabilities in Incident Response, 
Asset Management, and Vulnera-
bility & Patch Management while 
directly supporting ChenMed’s 
mission.

Randy Moulton
CISO & Deputy CIO 

City of Charlotte

Currently serving as the Chief 
Information Security Officer 
(CISO) and Deputy Chief In-
formation Officer (CIO) at the 
City of Charlotte.  Randy holds 
a Bachelor of Science from 
East Carolina University (ECU).  
His diverse background has 
equipped him with a compre-
hensive understanding of the 
technology landscape and the 
ability to drive strategic initia-
tives. Randy is a proud veter-
an of the United States Navy, 
where he developed a strong 
foundation in leadership and 
discipline.	

SUCCESS STORY         
Two of my bigger success sto-
ries while working as the CISO 
for the City of Charlotte was 
keeping Charlotte’s technolo-
gy systems secure for both the 
Democratic National Conven-
tion (DNC) and the Republican 
National Convention (RNC).  
These two events were the 
most challenging and rewards 
events for me from a cyberse-
curity perspective.

Nelly Nauman
EVP, Corporate Technology 

& CISO 
Parexel

Nelly Nauman is the EVP of 
Corporate Technology & (CISO) 
at Parexel. Since May 2021, she 
has spearheaded cybersecuri-
ty strategy and tech transfor-
mation across the enterprise, 
safeguarding critical assets 
amid evolving threats.  With 
24+ years in cybersecurity 
and risk management, Nelly is 
known for building resilient de-
fense programs, leading crisis 
responses, and aligning secu-
rity with business goals. Before 
joining Parexel, she was Depu-
ty CISO and Managing Director 
at Moody’s.

SUCCESS STORY         
After 20 years in the financial 
industry, losing my father to 
cancer shifted my priorities. 
His extended life through clin-
ical trials left a lasting impact 
on me.   Through an executive 
search, I was introduced to 
Parexel, a clinical research 
organization whose mission 
deeply resonated with me. I 
felt a deep emotional connec-
tion to the role—almost as if 
my father had guided me to 
it—offering a meaningful way 
to honor his memory.  My work 
in Cybersecurity is not just a 
professional responsibility; it 
is a personal mission to make 
a difference in the lives of pa-
tients and their families.

John  
Scrimsher

CISO 
Kontoor Brands, LLC

John Scrimsher is a global 
cybersecurity executive with 
over 30 years of experience 
across multiple industries. 
As Chief Information Security 
Officer of a multinational retail 
fashion company, he leads 
enterprise-wide cyber strat-
egy, risk management, and 
resilience initiatives. John is 
known for translating complex 
security issues into meaning-
ful business insights through 
clear, human-centered com-
munication, including the se-
ries “Everything You Need to 
Know About Cybersecurity, 
You Learned in Kindergarten.”

SUCCESS STORY         
The Kontoor Security team has 
proven repeatedly that the typ-
ical challenges of resources 
can be overcome with innova-
tive thinking and technological 
prowess.  In just a few years, 
we have developed capabil-
ities to match or exceed the 
maturity of many of our peers, 
including defensive, detective 
and responsive capabilities 
to respond quickly to new 
threats.  Having focused on 
traditional enterprise security, 
then layering on aspects of 
OT and Insider Threat security 
they have ensured the ability to 
protect the company from the 
evolving adversarial tactics 
we face.

Brian Wilson
CISO 
SAS

As the Chief Information Se-
curity Officer, Brian oversees 
Global Information Security 
and Identity and Access Man-
agement for both the enter-
prise and SAS Managed Cloud 
Services environments. For 
over 21 years, Brian has been 
instrumental in leading and 
supporting the company’s in-
formation security program, 
ensuring its growth and ma-
turity in response to evolving 
industry and customer compli-
ance requirements.	

SUCCESS STORY         
One success story is related to 
our creation of engaging secu-
rity awareness videos which 
required me to get out of my 
element and be more open 
and available to staff. The last 
thing I wanted to do was to be 
on camera, but when you have 
a good writer and producer, 
even those that don’t want to 
be in the spotlight can be fun-
ny and engaging.  The series 
has generated lunch room & 
pre-meeting conversations. 
This is the kind of publicity that 
helps rally employees around 
an often confusing topic and 
enables them to understand 
the implications of their ac-
tions.

SPONSOR CONTENT
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Scott 
Dickinson

CISO 
AnMed

Scott Dickinson has over 
22 years’ experience in the 
fields of information security 
and information technology. 
He has worked with various 
agencies to include FBI, 
DOD, Veteran Affairs, State 
of SC, and the private sector. 
He has been a CIO, a CISO, a 
virtual CISO, Cyber Security 
Division Director and a vari-
ety of positions leading up 
to those roles. He currently 
serves as the CISO at AnMed. 
He currently holds the CISSP 
and CCSP certifications.

SUCCESS STORY        
My team has doubled in size 
since taking the inaugural 
role. Implemented Vulnera-
bility Management program. 
Decreased vulnerabilities 
from over 200K to 30K in 
2 years. Implemented new 
email system with addition-
al security and repeatable 
phishing tests. Implemented 
first ever 24x7 SOC response. 
Increased overall cybersecu-
rity maturity since inception 
of the CISO role.

Donna Hart
CISO 

Ally Financial

Donna Hart is the Chief Infor-
mation Security Officer at Ally 
Financial. She is responsible 
for enterprise cyber security, 
technology risk manage-
ment, identity and access 
control, data security and 
governance, platform and ap-
plication security. She joined 
Ally in 2021 and reports to the 
Chief Information, Data and 
Digital Officer. Before Ally, 
Hart held multiple technolo-
gy roles at Wells Fargo over 
a 25-year period. She holds a 
bachelor’s degree in comput-
er information systems from 
Appalachian State University.

SUCCESS STORY        
My team’s greatest accom-
plishment has been our 
multi-year transformation. 
As a digital-only bank, hav-
ing a robust, hardened and 
mature cyber security pro-
gram allows us to be allies 
to all stakeholders. We’ve re-
framed technology risk from 
reactive to preventative, dou-
bled our budget, handled a 
significant increase in attack 
volume over the past 3 years 
(+115%), closed 7M+ vulner-
abilities YoY, and increased 
regulatory output by 247%. 
My team of 300 professionals 
has rallied together to make 
Ally stronger than it’s ever 
been. I’m incredibly proud of 
each person who’s continued 
to “do it right” for our bank 
customers and auto dealers.

Marco  
Maiurano

CISO 
First Citizens Bank

Marco Maiurano serves as 
the CISO for First Citizens 
Bank. Marco is a senior exec-
utive with over twenty years 
of experience driving secu-
rity strategy and operations 
across multiple industries. 
Responsible for conceptual-
izing and building functions 
across the enterprise to 
ensure what matters is pro-
tected.

SUCCESS STORY        
Our Cyber Security program 
has successfully protected 
the bank through 2 large 
acquisitions. Our purpose 
built design and forward 
thinking view of our tech 
stack allowed us to secure 
the bank while integration 
occurred.   At the same time, 
our Threat intel team lead 
the industry response and 
coordination with the FBI 
and NCFTA to take down the 
Russian backed threat actors 
Disneyland Team/ Ivan.

Sanjeev Sah
SVP, Enterprise Technology 

Services & CISO 
Novant Health

Sanjeev Sah, MHA, is the Senior 
Vice President of Enterprise 
Technology Services and Chief 
Information Security Officer 
at Novant Health. He leads 
cybersecurity, infrastructure, 
data services, governance, risk 
& compliance, and service op-
erations for integrated health 
system, advancing digital resil-
ience, operational excellence, 
and service innovation. With 
over 25 years of experience, 
including executive roles at 
CommonSpirit, Unum, BCBSLA, 
MUSC, and Texas Children’s, 
Sanjeev is a mission-driven 
leader focused on the Quadru-
ple Aim and technology-en-
abled patient care.

SUCCESS STORY        
At Novant Health, Sanjeev Sah 
led a cybersecurity transforma-
tion that integrated business 
continuity, disaster recovery, 
and incident response into a 
unified resilience program. 
His team advanced threat de-
tection through automation 
and intelligence, strengthened 
governance with risk-informed 
practices, and embedded secu-
rity awareness across clinical 
and operational teams. These 
efforts significantly reduced 
cyber risk, improved response 
times, and ensured continuity 
of care. By aligning cyberse-
curity with enterprise strategy 
and culture, Novant Health 
enhanced trust, operational 
reliability, and its position as 
a leader in healthcare cyber 
resilience.

Jim O’Connell
Director, Information 

Security 
Old Dominion Freight Line

In my career I have played 
many roles in many disci-
plines.  I started out as a 
programmer across various 
languages, pivoted to infra-
structure and middleware, 
took on EA responsibilities 
and formal management 
roles.  All of which prepared 
me for my Cyber Security 
role.  Being fluent in other IT 
roles has been immensely in 
my role as Director of Infor-
mation Security.
	
SUCCESS STORY        
The role of cybersecurity was 
transformed within the orga-
nization, from a perceived 
inhibitor of business inno-
vation to a pivotal enabler 
of growth. By integrating 
proactive security measures 
into everyday processes, 
our cyber strategy not only 
safeguarded critical assets 
but also supported agile op-
erations and strategic deci-
sion-making. This reinforced 
our commitment to a secure 
yet progressive organization-
al environment.

SPONSOR CONTENT
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Mardecia Bell
CISO 

NC State University

NC State University	 M a r -
decia Bell, CISO at NC State 
University, has 39+ years in IT. 
She believes appropriate secu-
rity controls should follow the 
data wherever it lives. A fre-
quent conference presenter, 
she serves on the Regulated 
Research Community of Prac-
tice advisory board. She’s a 
founding member of NC State’s 
Women In Technology Interest 
Group and co-chairs the AI 
Advisory Group. Mentoring 
female students interested in 
the cybersecurity field is a key 
passion.

SUCCESS STORY          
The OIT Security and Com-
pliance unit has significantly 
enhanced the university’s 
cybersecurity posture. Key 
accomplishments include es-
tablishing a comprehensive 
cybersecurity program with 
an expanded Security Oper-
ations Center and an IT Pur-
chase Compliance (ITPC) pro-
cess to protect university data 
used in  third party solutions. 
We developed a risk matrix to 
help review and approve AI 
tools via ITPC. We’ve achieved 
92% compliance in mandato-
ry data security training and 
organized a successful Cyber 
Bowl competition to boost 
cybersecurity  awareness. We 
recently received CMMC Level 
2 (C3PAO) certification for our 
Secure University Research 
Environment, one of two uni-
versities nationally to receive 
this certification.

Jonathan 
Dallaire

EVP & Chief Security Officer	
State Employees’ Credit 

Union

Jonathan is the Chief Securi-
ty Officer at State Employees’ 
Credit Union, where he leads 
a transformative security 
program spanning cyber and 
physical domains. He reimag-
ined SECU’s security posture 
through strategic innovation, 
proactive governance, and 
a culture of excellence. With 
over two decades of experi-
ence, Jonathan is a recognized 
thought leader in cybersecuri-
ty and risk management, com-
mitted to building resilient in-
frastructures and empowering 
organizations to thrive secure-
ly in an increasingly complex 
digital landscape.

SUCCESS STORY          
Guided by a bold vision, I led 
the transformation of SECU’s 
information and physical secu-
rity services into a proactive, 
future-ready program. We de-
ployed advanced technologies 
to elevate threat detection and 
resilience, while launching a 
24x7x365 Security Operations 
Center to ensure continu-
ous vigilance. By investing in 
top-tier talent and fostering a 
culture of innovation, we built 
a scalable, adaptive security 
infrastructure that empowers 
the organization to grow with 
confidence. This journey rede-
fined what security means for 
SECU—strategic, trusted, and 
mission-aligned.

Lisa Jones
CISO 

Wake County

Lisa Jones is the Chief Informa-
tion Security Officer for Wake 
County, North Carolina, where 
she established the county’s 
cybersecurity program. She 
leads cross-departmental 
efforts in information risk 
management and compli-
ance, while driving employee 
engagement in the protection 
of information assets. Lisa has 
championed cybersecurity 
funding for key initiatives that 
enhance the county’s security 
posture. Her leadership en-
sures secure digital services 
for over one million residents 
and fosters a proactive, resil-
ient security culture across the 
organization.

SUCCESS STORY          
As CISO for Wake County, I led 
the creation of the county’s first 
comprehensive cybersecurity 
program, aligning it with public 
service goals and operational 
resilience. Despite limited re-
sources, I secured increased 
funding, led a cross-depart-
mental risk team, and launched 
a security engagement ini-
tiative that empowered em-
ployees to actively detect and 
report threats. By partnering 
with HR, we modernized cy-
bersecurity hiring practices 
to attract top talent in a com-
petitive market. These efforts 
significantly improved incident 
response, reduced risk expo-
sure, and strengthened public 
trust, ensuring secure, reliable 
digital services for the county’s 
growing population.

Ben Schwering
CISO  

Premier, Inc.

Ben Schwering is the Chief 
Information Security Officer 
(CISO) at Premier, Inc, a health-
care improvement company 
based in Charlotte, NC. With 
over 20 years of experience 
in the field, Ben is recognized 
for his innovative approach to 
solving complex business and 
technology challenges and 
his commitment to fostering a 
culture of continuous improve-
ment. He is passionate about 
leveraging technology to cre-
ate a more efficient, secure, 
and patient-centric healthcare 
environment.	

SUCCESS STORY          
We’ve transformed cybersecu-
rity into a business differentiat-
ing component of our solutions 
offerings. Cybersecurity is now 
seen as a critical partner to 
the business and is part of the 
sales and business develop-
ment teams.  I’m proud of our 
success in transitioning from 
a purely back-office security 
team, into an externally facing 
partner for our customers. We 
now engage with our custom-
ers regularly on cybersecurity 
related initiatives and provide 
thought leadership and sup-
port. This work has led to im-
proved customer engagement 
and additional partnership op-
portunities.

Rob Bence
VP, Technology &  

Cybersecurity 
Tepper Sports &  
Entertainment

Rob Bence is the Vice Presi-
dent of Technology and Cy-
bersecurity at Tepper Sports 
and Entertainment, where he 
leads technology strategy for 
the Carolina Panthers, Char-
lotte FC, and Bank of America 
Stadium. A 20-year technology 
leader with a foundation as a 
U.S. Army Signal Corps officer, 
Rob specializes in building 
high-performing teams and im-
plementing secure, innovative 
solutions that drive business 
value and enhance the fan 
experience in the fast-paced 
world of professional sports 
and entertainment.

SUCCESS STORY          
The team has transformed 
Tepper Sports and Entertain-
ment’s cybersecurity frame-
work. We re-architected secu-
rity to unify protection for our 
global operations and premier 
stadium, fortifying defenses 
for dozens of major annual 
events. I also spearheaded 
the development of our first 
cloud-native application, intro-
ducing modern secure coding 
practices to the organization. 
These initiatives empower our 
teams to innovate securely 
on a global scale, protecting 
critical data and enabling the 
world-class fan experiences 
central to our mission.

SPONSOR CONTENT

Frank DePaola
VP & CISO 

Enpro

Frank DePaola is an accom-
plished cybersecurity executive 
bringing over 25 years of ex-
perience in technology, cyber-
security and risk management. 
As Enpro’s first CISO, Frank 
is responsible for leading cy-
bersecurity, data privacy, and 
regulatory compliance efforts 
globally. With deep cross-indus-
try expertise, he provides practi-
cal, business-aligned strategies 
for securing critical resources 
while enabling innovation at 
scale.  Frank is passionate about 
advancing the cybersecurity 
profession through mentorship, 
advising cybersecurity startups, 
and serving on industry boards.	

SUCCESS STORY            
Despite being a global, publicly 
traded company, Enpro had no 
formal cybersecurity program 
just seven years ago. Since then, 
we’ve built a globally recognized, 
business-aligned security organi-
zation that ranks above industry 
peers in benchmarking assess-
ments. Under my leadership, my 
team has earned multiple honors, 
including consecutive CSO50 
awards for delivering measur-
able business value through 
cybersecurity. We’ve cultivated 
a strong security culture that sup-
ports both organizational goals 
and individual awareness. As 
Enpro evolves through mergers 
and acquisitions and business 
expansion, my team delivers 
consistent and scalable security 
standards across all business 
units and champions the mind-
set that security is everyone’s 
responsibility.

Joe Evangelisto
CISO 

NetSPI

Joe Evangelisto is a results-driv-
en technology executive and 
current CISO at NetSPI, with 
deep expertise in security, com-
pliance, and IT operations. He is 
known for transforming culture 
and processes to build empow-
ered, high-performing teams. 
He’s adept at aligning enterprise 
strategy with stakeholder needs 
across all levels and passionate 
about mentorship and employee 
development. Joe holds an MBA 
in IT Management, BS in Busi-
ness, and certifications includ-
ing CISSP, Lean Six Sigma Green 
Belt, and ITIL V3.	

SUCCESS STORY            
Our team has significantly 
enhanced NetSPI’s security 
posture. Facing the inherent 
challenge of maintaining robust 
security while enabling our tech-
nical teams, we implemented 
new tools for improved threat 
detection and response. Further-
more, we established proactive 
security collaborations across 
all departments while provid-
ing support for business needs 
and objectives.  These initia-
tives yielded tangible results, 
including a reduction in security 
events, increased employee 
engagement, and a demonstra-
ble improvement in our overall 
security maturity. By refocusing 
the team we’ve streamlined op-
erations and improved response 
times. The broader impact in-
cludes heightened team morale, 
enhanced business resilience, 
and a strengthened security cul-
ture company wide.

Marina Kelly
CISO 

City of Raleigh

Marina Lail Kelly is the Chief 
Information Security Officer for 
the City of Raleigh, NC, where 
she leads enterprise cyberse-
curity strategy, governance, 
and risk management. With a 
background in software devel-
opment, compliance, policy de-
velopment, and cross-sector col-
laboration, she excels at building 
trust-driven security programs 
that enable innovation. Marina 
is passionate about demystify-
ing cybersecurity, empowering 
employees, and aligning securi-
ty practices with national stan-
dards. Her leadership reflects a 
commitment to resilience, trans-
parency, and fostering secure 
digital transformation.

SUCCESS STORY           
Effective cybersecurity leader-
ship isn’t implementing technical 
controls. It’s building relation-
ships and fostering a securi-
ty-first mindset. Rebuilding trust 
and collaboration across the 
City after years of cybersecurity 
leadership turnover has been 
my specific focus. Launching an 
Information Security Committee 
created a structured, ongoing 
dialogue on policy, risk manage-
ment, and joint problem-solving 
with our stakeholders. Establish-
ing an effective minimum secu-
rity tool set reduced security 
friction and helped transform 
cybersecurity from a blocker 
to a business enabler. This has 
led to faster incident response 
times, 100% employee security 
training completion, and a cul-
ture where security is a shared 
responsibility.

Jerry Fowler
CISO & Sr. Director,  

Infrastructure and ITGRC 
Krispy Kreme Doughnut 

Corporation

Jerry Fowler is a cybersecu-
rity and infrastructure exec-
utive who leads with clarity, 
grit, and precision. Known for 
unifying chaos into control, he 
transforms fragmented envi-
ronments into resilient, scal-
able platforms. His leadership 
spans global operations, com-
pliance, and Zero Trust strate-
gy — all anchored by a belief 
that calm is a superpower and 
trust is earned in adversity. 
Jerry doesn’t just secure sys-
tems — he empowers people, 
shapes culture, and makes 
complexity feel simple when it 
matters most.	

SUCCESS STORY           
During a time of global ex-
pansion and high uncertainty, 
my team unified fragmented 
cybersecurity and infrastruc-
ture programs into a single, 
strategic function. We built a 
centralized framework that 
improved visibility, standard-
ized best practices, and closed 
long-standing operational 
gaps — without sacrificing 
flexibility for local markets. This 
transformation dramatically 
improved response times, col-
laboration, and executive trust. 
Most importantly, it redefined 
cybersecurity’s role across the 
business — from reactive sup-
port to strategic partner. And 
we did it all during a stretch 
that tested everyone. Their 
grit, focus, and resilience un-
der pressure is something I’ll 
always be proud of.
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ADVISORY BOARD MEMBERS

ADVISORY BOARD OFFICERS

CAROLINACISO MEMBERS

CHAD CURRIER 
Coca-Cola Consolidated

DONNA HART 
Ally Financial

MIKE SCHECK 
Cisco

NOAH DAVIS 
Ingersoll Rand

SCOTT BEHM 
Keysight Technologies

CHASE CARPENTER  
Honeywell

WHO’S WHO
SPONSOR CONTENT

CHAIR
Christina Bray 

Collins Aerospace

VICE CHAIR
Martin Strasburger 

Duke Energy

MEMBERSHIP CHAIR
Amy Bogac 

Baker Tilly 

Ben 
Schwering  
Premier, Inc. 

MEMBERSHIP CO-CHAIR
Sanjeev Sah 
Novant Health

PROGRAMS CHAIR
Gavin Guttersen 

NetApp

PROGRAMS CO-CHAIR
Aaron Pardue  

Reynolds American 
Inc.

Brian 
Kilpatrick  

Truliant 
Federal Credit 

Union 

Brian Wilson  
SAS 

Chris 
Johnson  

3D Systems 
Corporation 

Grant Walsh  
Flow Control 

Group 

Janet Heins  
ChenMed 

Jerry Fowler  
Krispy Kreme 

JD Dallaire  
State 

Employees’ 
Credit Union  

Jon Striley  
Coastal Credit 

Union 

John Opala  
Hanesbrands 

Kimberly 
Trapani  

CarolinaCISO 
Member 

Nelly 
Nauman  
Parexel 

Sophie 
Street  
State 

Employees’ 
Credit Union  

Steve Cobb  
SecurityScorecard 

Frank 
DePaola  

Enpro 

Dustin 
Baptiste  

Civic Federal 
Credit Union 

INSPIRE LEADERSHIP 
NETWORK is the preeminent 
executive peer leadership 
network of C-suite technology 
and security leaders. With over 
1,700 members across 40 local 
chapters, Inspire members serve 
public and private businesses, 
government, education, 
healthcare, and non-profit 
institutions. Inspire exists to help 
leaders thrive in today’s most 
challenging executive roles.

MEANINGFUL RELATIONSHIPS.  
LOCAL CONNECTIONS. 
NATIONAL NETWORK. 

Find a local community near you
INSPIRELEADERSHIPNETWORK.COM

CIO CHAPTERS

CISO CHAPTERS

More than 50 years 
helping clients 
around the world 
harness innovation 
for business success

Learn more at
https://tcs.com/tcs-na
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